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**** START OF CHANGES ****
[bookmark: introduction][bookmark: references][bookmark: definitions][bookmark: clause4] 
6.4.2 Procedure for the Authentication and Authorization between EES and ECS
Pre-requisite:
- EES obtains onboarding information within the same PLMN domain or from a third-party domain. The information includes the Edge Configuration Server Address and Root CA certificate details, it may include an enrolment token.
NOTE1: The provisioning and usage of the onboarding information is out of the scope of this document.
- The EES and ECS are provisioned with credentials for the mutual authenticated TLS.
TLS shall be used to provide integrity protection, replay protection, and confidentiality protection for the interface between the EES and the ECS. 
Security profiles for TLS implementation and usage shall follow the profiles given in TS 33.210 [2] Annex E and F, and TS 33.310[11]. The identities in the end-entity certificates shall be used for authentication and policy checks. Identities in the end-entity certificate shall base on endpoint information (e.g., URI, FQDN, IP address) as described in the 23.558[5]. 
The ECS shall authorize the EES based on local authorization policy.

Editor’s Note: Details of identities in certificates need to be added.
**** END OF CHANGES ****
[bookmark: historyclause]
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